American Health Information Community 

Workgroup on Chronic Care

Summary of the Web Conference Held April 24, 2006

(4th Web Conference of This Workgroup)

1. Call to Order
Co-chairs Craig Barrett (Intel) and Tony Trenkle (representing Dr. Mark McClellan of the Centers for Medicare & Medicaid Services [CMS]) called the meeting to order at 1:04 p.m. They noted that the agenda, distributed by e-mail prior to the meeting, was a full one. Mr. Trenkle reported on the recent resignation of David Brailer as National Coordinator for Health Information Technology. Dr. Brailer will remain as Vice Chair of the Community. Dr. Brailer was expected to speak to the call participants, but that did not occur.

2. Review Call-in Procedures and Federal Advisory Committee Act (FACA) Guidelines

The Workgroup call-in procedures were reviewed. As a Federal advisory committee, the Workgroup is subject to FACA guidelines. Karen Bell reminded the members that the Workgroup is a public process. Individual members are free to represent their points of view. Comments from the public will be heard prior to adjournment as indicated on the published agenda. 
3. Introduction of Participants 

Workgroup members and designees were introduced. (See the attached list of participants.)  
4. Review and Acceptance of Minutes from March 22, 2006, Meeting 

The Co-chairs asked if members had comments on the minutes of the March 22, 2006, meeting, which were distributed prior to the April 24 meeting. There were no comments, and the minutes were accepted without vote. 
5. Goals of Today’s Meeting 
Dr. Bell repeated the meeting goals – to review draft recommendations as prepared by subgroups of the Workgroup that were distributed to the members prior to the meeting. She emphasized the need to consider and discuss changes to the language of each recommendation, explaining that revisions based on today’s meeting would be incorporated and brought back to the Workgroup for consideration.
Dr. Bell noted that several iterations of the recommendations are expected before final signoff and submission to the Community May 16.
6. Review and Crafting of Each Recommendation
Eleven draft recommendations were presented for consideration. They were grouped into several categories, including:

· Reimbursement (four) 
· Medical liability and licensure (one) 
· Consumer-clinician workflow (one) 
· Standards for embedding messaging information into electronic health records (EHRs) and the standards for patient ID authentication and security (two) 
· Cross-cutting issues (three). 
Dr. Bell pointed out that the format of the written recommendations consists of background information describing the need for the recommendation, followed by the statement of the recommendation, including a timeline for action. The recommendations were projected on the screen for discussion. Since not all participants, particularly members of the public, were able to access the presentation materials, it was agreed that a brief background summary and the recommendation(s) would be read aloud prior to the discussion. This format was followed for the duration of the meeting. 
Recommendations on Reimbursement
Background: Up to 80 percent of chronic care management takes place outside of the practitioner’s office. However, in many cases, management for such conditions as atrial fibrillation, diabetes, and high blood pressure is only reimbursed if it takes place during an office visit, even though much of the information and guidance could be provided through direct communication. Thus, lack of reimbursement for clinician time and expertise rendered outside of the office setting is the major barrier to widespread adoption of the use of secure messaging between clinicians and their patients.

Reimbursement Recommendation #1: The U.S. Department of Health and Human Services (HHS) should develop the evidence base for informed reimbursement policies with respect to secure messaging between clinicians and their patients.   

Reimbursement Recommendation #2: HHS should be charged to develop a description of reimbursement methods suitable for secure messaging. These methods would need to address the heterogeneity of practice settings from traditional fee for service to the variety of capitated systems (IPA and integrated staff models) as well as newer, innovative proposal like the American College of Physicians Advanced Medical Home (timeline: 6 months). To develop these descriptions, HHS should use the experience of existing secure messaging systems to learn different reimbursement strategies and to identify current best practices regarding existing specific and auditable guidelines for reimbursement of secure messaging (concurrent: 6 months).
Preliminary Discussion Questions  
The following preliminary discussion questions accompanied the first two recommendations listed above:

1. Does Reimbursement Recommendation #2 now add clarity and specificity to Reimbursement Recommendation #1?

2. Can we combine these two recommendations as one well-defined recommendation, understanding that multiple agencies within HHS could be involved? 
Discussion: Dr. Barrett initiated the discussion by saying that messaging is not currently reimbursable in the United States. The challenge is how to facilitate reimbursement for quality of care.

Mr. Trenkle said that Recommendation #2 appears to assume messaging should be reimbursable, while #1 does not make a judgment regarding whether reimbursement should occur. The second recommendation implies a discussion: if there is reimbursement, what are the methods? 
Eric Larson, who assisted with writing the recommendations, stated that the two are different. The first deals with determining whether there is an evidence base. After determining the evidence base, the next step is to use that base to develop practices or methods for reimbursement as part of the cost of care. Recommendation #1 does not assume there should be reimbursement. Joyce Dubow asked for clarification: are we seeking evidence for the benefits of secure messaging or descriptions of how it can be done?  
Another factor to be considered in establishing evidence is how secure messaging is being paid for in those environments in which it is being used. Jeff Rideout offered an example: payment may be based on the content of the clinical services or bundled with other services as a part of capitation. This is the type of information to be collected under Recommendation #1.
Other Workgroup members questioned the expected outcome if Recommendation #1 is carried out. Eric Larson suggested the collection of data would result in a list of “choices” or possibilities that could lead to the identification of a best practice. Several members volunteered that the identification of best practices in both secure messaging and reimbursement would be useful. Mohan Nair raised the question of whether the Workgroup was limited to consideration of existing practices only or if it was possible for it to create something new or that would represent a change in the environment. Most members appeared to take the position that recommending change would be premature prior to the collection of basic information on current practices.
Dr. Bell pointed out the many steps yet to be taken before the recommendations are finalized and acted upon. The Community will have extensive opportunity to discuss the recommendations. 

Jay Sanders interjected his understanding that the Workgroup’s charge is to examine whether secure messaging improves care. If there is evidence that it does, then the group would look at reimbursement methods. Paul Nichol indicated the need to determine if the current lack of reimbursement is a barrier to the advancement of secure messaging: is there sufficient evidence to remove this barrier and offer incentives? 
Again, the purpose of the first recommendation is to conduct an inventory and to catalog everything that has been documented about the effects of secure messaging – the effects on quality of care, patient and provider satisfaction, workflow, and other areas. There is, according to Dr. Larson, a lot of information out there. Within 6 months, he noted, we will have a description of best practices. We want to recommend a rapid deployment of this data-gathering effort. A survey can be conducted to identify what people who use messaging are doing and how it affects satisfaction. This will provide an information base for the description of reimbursement methods.  

Dr. Bell suggested clarifying Recommendation #1 by specifying that the evidence base is to include outcomes of messaging as well as reimbursement methods. Another member of the group then referenced Recommendation #4, saying that this language would add clarity to #1, helping to define what is meant by “informed reimbursement policies.” Dr. Bell agreed with the suggestion, indicating that this would be appropriate language for the initial inventory; then monitoring could occur. It was asked by another member that #1 include the concepts of “cost, quality, and patient and provider satisfaction”.
Dr. Barrett asked whether the sense of the group was that once the database (inventory) from #1 is completed, then there will be a basis for recommending reimbursement methods suitable for different settings. Various members agreed that the background information clarifies the specific recommendations. It is essential to include “cost, quality, and satisfaction.” The second recommendation is the action to fulfill the charter of the Workgroup. There was discussion of the extent to which cost would include “efficiency” and “utilization.”
Dr. Bell indicated that she will include these concepts in the background statement. Members appeared to agree that efficiency and utilization did not need to be explicitly mentioned in the recommendation itself, but the role of payment systems in driving performance should be captured in the evidence base.
The discussion moved on to Recommendation #3, leaving the next revision of Recommendation #1 and #2 to Dr. Bell and the originators (Herb Kuhn, Mr. Rideout, and Mr. Larson).
Reimbursement Recommendation #3: HHS should identify opportunities to leverage existing programs using secure messaging between clinicians and their patients to:

· Reflect the diversity of current physician practices

· Reimburse only for Internet-based physician/patient encounters that qualify under CPT code 074T

· Be used in accordance with guidelines as developed by the American Medical Informatics Association, the American Medical Association and the Massachusetts Health Data Consortium for secure messaging

· Coincide with existing or planned HHS demonstration programs designed to promote health IT adoption, consumer-directed health care, or pay-for-performance efforts.
Preliminary Discussion Questions

CMS Workgroup members provided input after the last vetting process, which has been incorporated into the draft reimbursement recommendations.

Since the Office of the National Coordinator for Health Information Technology (ONC) cannot unilaterally develop reimbursement methods and CMS has multiple ongoing demonstration projects involving chronic care, does the current reimbursement recommendation #3 address the Workgroup’s thinking? 

Discussion: Dr. Sanders pointed out that the first sentence refers to clinicians, but later the word “physician” is used. Members agreed the recommendation should incorporate the more general term “clinician.” 
Several members took exception to the bulleted items, emphasizing that their inclusion reflects prejudgment. Instead, the best practices study (Recommendation # 1) should determine what is to be included. Dr. Nichol preferred to say “leverage the experience of existing programs into new environments” rather that “leverage existing programs.”  Dr. Larson explained that the original focus had been on demonstration projects, but existing programs also would provide useful evidence. A lengthy discussion then ensued concerning the language of “leverage existing programs,” which was reportedly preferred by CMS. The current language downplays the role of demonstration projects, recognizing that a demonstration is not the only way to test reimbursement methods. It recognizes that CMS is not the only source of demonstrations as well.
Jeff Rideout stated his belief concerning the importance of obtaining a commitment from CMS. As the largest third party payer, he noted, CMS commitment is critical. He went on to question the group consensus process, asking if some members are working outside the group process. He advised against giving some members of the Workgroup (CMS) permission to ignore the recommendations. He believes it is important to obtain a commitment from CMS to test these ideas in some way that is formal and specific to their particular reimbursement environment.

Dr. Bell pointed out that the Workgroup may not obtain consensus on all recommendations. It is important to remember that the recommendations will be forwarded to the Community for additional discussion. Mr. Trenkle indicated Mark McClellan wanted to expand the language of the recommendation to include examples outside of CMS; however, it is the Community that will decide. 
Dr. Barrett suggested rewording the opening statement to include demonstration projects as well as existing programs inside or outside HHS. It was noted that the Charter demands widespread HHS commitment. There are various ways of testing reimbursement procedures in addition to the use of demonstration projects. It is understood HHS is expected to evaluate reimbursement policy and procedures. 
Dr. Nichol suggested that HHS take the lead in establishing a model for reimbursement within the programs under its responsibility, as a way of encouraging appropriate reimbursement for secure messaging used in accordance with these guidelines. He commented that the four bullet points in the recommendation are restrictors on the use of secure messaging.
Mr. Kuhn indicated that CMS could explore the CED process and other mechanisms for conducting studies. Most of the CED process is worked around device-specific items, not a process like the one under discussion, but we could explore it. HHS has the vehicle of demonstration projects to use. 
Decision: It was agreed by voice vote that Recommendation #3 be sent back for rewording to include the position that HHS must lead the way in developing a model for reimbursement (for example, through demonstration projects) but need not bear the full responsibility for developing a new model.

Reimbursement Recommendation #4: HHS should monitor and report on ongoing electronic communication experiences in various practices and in pilot studies to determine the effects of online communications on cost and quality, especially regarding chronic disease outcomes, medical legal concerns, and patient and caregiver satisfaction.

Decision: Recommendation #4 was accepted by voice vote without further discussion.
Recommendation Regarding Medical Liability and Licensure 

Background: The use of communication technologies, such as secure messaging, to exchange medical information between a patient and his or her health care provider is a critical and essential component of the healthcare delivery process. As such, it can impact the diagnostic and therapeutic decisions for the patient and provide a convenient, cost-effective means of accessing that care. Thus, any barriers to the use of communication technologies for the exchange of medical information between the provider and patient need to be addressed. One such restriction, based on existing State licensing laws, would prohibit a practitioner licensed in one State from giving advice, care, or education to a patient using a communication modality if that patient resided in another State. 

Medical Liability and Licensure Recommendation: Given that existing State licensing laws did not anticipate secure messaging as an integral part of the health care process, it is recommended that the Secretary of HHS, working with such stakeholder groups as the National Governors Association, the Federation of State Medical Boards, and the National Council of State Boards of Nursing, explore new licensing alternatives to address the ability to provide electronic care delivery across State boundaries while still ensuring compatibility with individual State requirements in terms of licensing fees, CME, and so forth. Some alternatives could include licensure by reciprocity, similar to what exists between States in Australia, or using a model comparable the one used for drivers’ licenses, where having a valid license from one State allows one to drive in any other State. Key stakeholders to include in discussions might include the American Medical Association, the American Nurses Association, and the American Bar Association.

Preliminary Discussion Questions

Could we remove the rationale and examples from the recommendation and put them instead in the explanatory paragraphs?
Discussion: Members agreed to make the recommendation more concise by moving several sentences to the background statement. Dr. Sanders suggested the recommendation should read “explore new licensure alternatives,” with the sentences describing several alternatives moved to the background statement. It was also suggested to consolidate the mention of stakeholders groups for inclusion in the background statement, but without mention of specific organizations to the possible exclusion of others. 
Andrew Mekelburg suggested that the background materials mention how this issue may impact upon Medicaid, which is a State-based program. In response to a question about a comprehensive list of consumer organizations, Dr. Bell said the Consumer Empowerment Workgroup also is dealing with stakeholder groups. Plans are being made to convene a fifth Workgroup, with representation from the four existing groups, charged with making recommendations about how one defines a unique patient, how one links that patient to his or her information, and what level of authentication is necessary.
Decision: Although a vote was not taken, it appeared that the group accepted this recommendation with the above changes in structure.
Recommendation Regarding Consumer-clinician Workflow

Background: As we consider enhancing the consumer-clinician experience via communication beyond face-to-face interactions in traditional care settings (e.g., physician offices, clinics, hospitals, assisted living homes), we begin by addressing the question of consumer value. Key areas of value include time savings, improved access, and an “unquantifiable” peace of mind that patient users get from the system. Indeed, there is a “sense of social interaction” that secure messaging provides to patients, especially elderly patients. To clinicians the added value of secure messaging with their patients includes office efficiency, clinical productivity, revenue potential, patient satisfaction, and interoperability with other IT systems.

Consumer-clinician Workflow Recommendation: Enable clarity around intangible value to consumer and value in consumer-physician workflow.
· AHRQ should investigate the impact of secure messaging on improved workflow by identifying successful patient care models that leverage secure messaging.
· AHRQ should quantify and qualify intangible ROI (e.g., peace of mind) for patients within these usage models.
Preliminary Discussion Questions

1. Can we clarify “intangible value” further?

2. Are we interested in factors that enhance optimized workflow in physician offices?

3. Are we interested in factors that enhance patient use of secure messaging with their clinicians?

Discussion: Dr. Barrett opened the discussion by acknowledging that the recommendation contains two different concepts: (1) use in different practice settings and (2) intangible value. Joyce Dubow and several other members questioned the use (and attempted measurement) of the term “intangible value,” suggesting instead a reliance on measures of consumer satisfaction and quality of life. Ms. Dubow went on to point out that the language of the recommendation appears to assume that secure messaging has value for the consumer; instead, the recommendation should be to determine the extent to which messaging is valued. 
Other members pointed out that this recommendation includes details to be captured in the inventory of experiences in Recommendation #1. Workflow effects and patient (some say “consumer”) perceptions are expected to be catalogued by HHS in the development of an evidence base. 

Mr. Nair asked the group to reconsider a much larger issue, which he had attempted to raise at an earlier meeting. That issue involves the fact that workflow between the consumer and clinician, or between clinicians for the sake of the consumer in a care episode, is not just a transactional relationship between one clinician and a consumer. Our industry needs to recognize “value” beyond that which is reimbursed. We reimburse what is measurable, but value is difficult to measure. The consumer-clinician relationship is the broader issue. Cost and efficiency should not be the only concerns; rather, the relationship should be considered as a part of new rules of engagement. Patient-physician communication does not contribute automatically to “value,” he added. The value may be affected by the content and the effectiveness of the communication. Do we have evidence about what is communicable? Patients are sometimes reluctant to talk about serious illnesses and/or personal issues. We need to know what is valued. If we attempt to implement something that is not valued, it will not be adopted.
Another member assumed the workflow issues would be addressed under the reimbursement recommendations; that is, the effectiveness of messaging in changing workflow and people knowing how to optimize their office visits in relationship to their Internet visits. Dr. Barrett suggested looking at how the consumer public at large values the capability for secure messaging and the extent to which this varies across subsets of consumers.
Several members mentioned that recognizing “value” leads into access issues, such as the digital divide, language barriers, cultural competency, and inequities among population subgroups. 

Other members voiced agreement with the need to formulate an overarching, cross-cutting recommendation on value, in addition to its inclusion in the workflow recommendation. 
Decision: Mr. Nair agreed to work with Dr. Bell to draft for the group’s consideration a cross-cutting recommendation on value, which will address the value of patient-provider communication and the value of communication among clinicians.
Recommendations Regarding Standards for Messaging

Background: Secure technology solutions for communication about chronic care delivery between clinicians, and between clinicians and patients, and for remote monitoring and assessment of patients, must be based on standard transactions before they can be widely deployed as a means of chronic care improvement. The solution will be effective only if the clinical data can be appropriately shared between parties with legitimate needs for the data. Web portals currently offer feasible solutions for secure messaging among clinicians and patient; however, their effectiveness is limited by a lack of standardization and interoperability. Certification of secure message transactions and portals by a recognized certification body has the potential to encourage more widespread utilization. 

Standards for Embedding Secure Consumer-clinician Messages into EHRs Recommendation # 1: ONC needs to ask the Health Information Technology Standards Panel (HITSP) to prioritize harmonization of standards relevant to secure messaging that could be used by the Certification Commission for Health Information Technology (CCHIT) in certification criteria for systems supporting secure messaging.
Standards for Embedding Secure Consumer-clinician Messages into EHRs Recommendation #2: ONC needs to ask CCHIT to establish certification criteria for patient-physician secure messaging.
Preliminary Discussion Question

Are these two separate recommendations – one directing HITSP to endorse standards for interoperability of secure messaging with electronic health records, and the other directing CCHIT to include these standards in its certification processes?

Discussion: Mike Krist initiated the discussion, saying he was the leader of the subgroup that worked on the recommendations. He proposed the following changes to read:
Standards for Secure Messages (Recommendation #1)
ONC needs to direct HITSP to define standards for secure message transactions. (The word “direct” in place of “ask” was preferred insofar as there is a contract with HITSP.)
Standards for Systems (Recommendation #2)

ONC needs to direct CCHIT to establish certification criteria for systems supporting secure messaging. 
Decision: The Workgroup acknowledged by voice vote agreement with the recommendation #1 as revised.
Additional discussion: Dr. Nichol asked whether the group should be thinking more broadly about personal health records and the patients’ role in deciding the content. He was reminded that the charge of the Workgroup is around secure messaging; therefore, the recommendation should use the term “systems,” not “personal health record.” The suggestion was made to reference appendix 5 in the discussion of the recommendation. 

Another member asked if the recommendation was intended to be neutral with regard to device (e.g., cell phone, computer). He went on to caution against attempts to resolve policy issues by developing standards for technology.
Dr. Bell responded, saying that the Federal Government does have a policy on interoperability. The standards referenced in the recommendation will support the policy.  She also agreed with Dr. Larson’s suggestion that the recommendation reference the materials contained in Appendix 5, which summarizes existing efforts toward standardization. It was further agreed to mention “interoperability” in the first paragraph of the recommendation. 
Decision: The Workgroup acknowledged by voice vote agreement with Recommendation #2 as revised.
Cross-cutting Recommendations

The Workgroup moved to consideration of three draft cross-cutting recommendations to be considered by all four Workgroups.
Recommendation Regarding Consumer Access and the Health care Digital Divide: AHRQ should conduct a synthesis of current knowledge from existing studies of computer use by elderly and underserved populations including an analysis of barriers and drivers. The barrier and driver analysis should elucidate for which subpopulations the barriers can be overcome and how they can be overcome.

Preliminary Discussion Question

Is it reasonable to table this recommendation before further research is conducted on multiple remote clinical technologies as part of the Broad Charge?

Recommendation Regarding Patient Identification and Authentication: HHS, HITSP, and the private sector should set as their top priority the ability to match patient identification across multiple systems. This is the single most important first step for nationwide interoperability. The standard should be ubiquitous across all health care environments such as long-term care, ambulatory care, acute care, chronic care, or generated from an individual. Additionally, the standard should be ubiquitous across all health care sectors such as payer, provider, and individual.
Preliminary Discussion Question

Is it reasonable to endorse the formation of a group to address issues that cut across all AHIC Workgroups on the topics of patient identifier, linkage to patient-specific information, authentication, authorization, and policy and technical considerations?

Recommendation Regarding Patient Identification and Authentication (#2):
HHS, HITSP, and the private sector should set as their second priority the requirement of initial in-person authentication as the requirement for e-authentication and the use of a secure messaging portal for actual exchange of information between patients and providers. The e-authentication industry is advanced and is an existing technology widely used in industry that health care can leverage. Because of the sensitivity of health information, authentication should be in-person. This recommendation is not focused on the technology of e-authentication; instead, it is focused on the minimum requirement to obtaining e-authentication (e.g., digital certificate). Authentication is the first step to providing a patient or proxy with access to their health information electronically and having a high level of assurance that the sender of health information is in fact the authoritative source for the information. A secure portal rather than common e-mail facilitates the identification and authentication process, provides a more acceptable level of security, and creates opportunities for structured data entry not routinely available in common e-mail systems.  
Preliminary Discussion Question

Is it reasonable to endorse the formation of a group to address issues that cut across all AHIC Workgroups on the topics of patient identifier, linkage to patient-specific information, authentication, authorization, and policy and technical considerations?
Discussion: The members suggested several ways in which these three cross-cutting recommendations could be tied in with the recommendations previously discussed. The issue of the effects of the digital divide on consumer access will be included in the cross-cutting recommendation on value, which will be drafted by Mr. Nair and Dr. Bell. 
Mr. Nair asked that the title of the first cross-cutting recommendation be modified to read “Consumer Physician Access….” He went on to suggest that some of the language in the background of the workflow recommendation be incorporated into the access recommendation. He suggested adding, “AHRQ should quantify and qualify intangible ROI (e.g., peace of mind) for patients within these usage models,” as well. Dr. Bell reminded the group that these three recommendations are to come from all of the Workgroups; therefore, referencing workflow and reimbursement may be too specific for a cross-cutting recommendation. Mr. Nair withdrew his suggestion. 

Dr. Sanders noted that the recommendations should acknowledge that access also may be a barrier for subgroups of clinicians, such as physicians working in a rural area without broadband access.
Several members spoke to the requirement of initial in-person authentication as a requirement of e-authentication, saying that in-person proofing should be tied to risk levels and types of information. According to Dr. Larson, Group Health of Puget Sound abandoned the requirement of in-person authentication with no problems as a result. Dr. Nichol said that the U.S. Department of Veterans Affairs (VA) used different levels of authentication for patients to access a range of information. Another member commented that in-person proofing was not required to obtain a passport; therefore, a comparable standard was appropriate for messaging.
Dr. Sanders described a conference on disaster planning during which problems related to the authentication of first responders to the New Orleans disaster were described. Dr. Sanders suggested that Dr. Bell contact Craig Wilson of the Department of Homeland Security, head of the Anti-Bioterrorism Passport at the Pentagon, concerning the development of an identification card system.

A member asked if the recommendation should reference a secure portal or leave this to the organization supplying messaging. Another member responded that the security of the portal should be based on a risk assessment of the information being exchanged. Dr. Larson mentioned the need to avoid “stepping back”; any forthcoming recommendation should support current practices known to ensure good security. Dr. Bell indicated discussion of the security issue could be incorporated into the background material. 
A member reported on his experience with design of a State-level data repository; security of patient information was an important issue. The Community needs to have more input on the issue of patient identification from patients themselves. Other Federal, State, and local government providers, as well as private-sector providers, should be included. Several recommendations reference HHS systems, but other Federal departments should be involved.
Dr. Bell reminded the members that in-person is only one possible form of authentication. As these recommendations are refined and discussed across the four Workgroups, they will be harmonized. A fifth Workgroup will be formed to deal exclusively with issues of security. There will be numerous opportunities for consumers and consumer advocacy groups to comment. In drafting the harmonizing recommendations, she will work with the details provided during the discussion.
7. Comments on the Supporting Documentation
Members were asked to review the supporting documentation that was provided in advance of the meeting. Comments, suggestions, and additional information for inclusion should be forwarded to Dr. Bell with the next 24–48 hours.

8. Next Steps
During the next week, Dr. Bell will work with staff and subgroups to produce another draft of the recommendations along with supporting materials. Cross-cutting recommendations are being discussed with the other Workgroups as well. The draft will be circulated to the entire Workgroup for comment. 
9. Public Input

One member of the public asked to speak. Tracey Moorhead, Executive Director, Disease Management Association of America (www.dmaa.org), thanked the Workgroup for the opportunity to observe the meeting and to offer public comment. She appreciated the scope of the group’s charge. Many of her questions were answered by listening to the discussion. She asked the Workgroup to become informed about and consider the work being done on disease management, including the more than one dozen demonstration projects supported by CMS. She asked the Workgroup to ensure consideration of HIPAA regulations and noted that the Workgroup appears to be using a rather narrow definition of “provider.” Ms. Moorhead recognized the importance of advancing electronic medical records, but urged the group to be aware of and coordinate with other Federal efforts, in particular, the Department of Commerce, National Institute of Standards and Technology (www.nist.gov).
10. Adjourn

All agenda items having been covered, the meeting adjourned at 3:15 p.m. The next meeting is scheduled for Wednesday, May 3, 2006.
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